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1. Aims
This remote learning policy for staff aims to:

· Ensure consistency in the approach to remote learning for pupils who aren’t in school
· Set out expectations for all members of the school community with regards to remote learning
· Provide appropriate guidelines for data protection
2. Roles and responsibilities
2.1 Teachers

Teachers will provide work for children who have tested positive for COVID-19 and are isolating at home. As per DfE guidelines, this work must mirror the work set in school as far as possible and must follow the school’s curriculum in all subject areas as far as possible and practical. Teachers will use Google Classroom to set the work.  
Teachers may use resources provided by the Oak National Academy, White Rose Maths and BBC Bitesize, as well as other resources identified by school curriculum leaders, in order to provide a blended learning approach. Teachers are not expected to deliver live lessons themselves, however they should use some pre-recorded teaching content in their provision (eg. Oak Academy lessons, White Rose video explanations). 
Setting work for children who do not have access to online platforms at home

It is understood that there are some children who do not have internet access or access to devices at home. This includes children with siblings with whom they share devices. These children have been identified and teachers made aware.

Paper packs of work must be provided for these children and posted to them as soon as soon as possible. 
Setting work for children with special educational needs
Teachers will work collaboratively with families, putting in place reasonable adjustments as necessary, so that pupils with SEND (including those with an EHCP) can successfully access remote education alongside their peers. 
2.2 Teaching assistants
Teaching assistants will act under the direction of the class teacher. If teaching assistants feel that they cannot meet the expectations of the class teacher they should contact the IT lead or the head teacher. 
2.3 Key Stage Teams
In the event of teacher absence, key stage team partners will be responsible for setting work for children at home following the absent teacher’s plans and supported by the class TA. 
2.4 Senior leaders
Alongside any teaching responsibilities, senior leaders are responsible for:
R.Arden is responsible for co-ordinating the remote learning approach across the school and monitoring the security of remote learning systems, including data protection and safeguarding considerations through liaison with IT services and Google Education systems. 
DE, RA, CM and JG will be responsible for monitoring the effectiveness of remote learning through regular discussions with designated PM staff. 
2.6 IT Services
In the event of problems with systems used to set and collect work, Daniel Leatherbarrow (IT4Schools) will be responsible for assisting with technical problems. 
2.7 Pupils and parents

Staff can expect pupils learning remotely to:
· Complete work to the deadline set by teachers

· Seek help if they need it, from teachers or teaching assistants (message via Google Classroom)
· Alert teachers if they’re not able to complete work

Staff can expect parents with children learning remotely to:

· Make the school aware if their child is sick or otherwise can’t complete work

· Seek help from the school if they need it 
· Be respectful when making any complaints or concerns known to staff

2.8 Governing board

The governing board is responsible for:

· Monitoring the school’s approach to providing remote learning to ensure education remains as high quality as possible
· Ensuring that staff are certain that remote learning systems are appropriately secure, for both data protection and safeguarding reasons
3. Data protection
3.1 Accessing personal data

When accessing personal data for remote learning purposes, all staff members will:
· Ensure that all data is saved securely in their Google Drive and not on portable devices
· Data should only be accessed through Google Drive or via secure school email addresses. 
3.2 Processing personal data

As part of the remote learning system children’s personal data has been shared with Wande and GSuite for Education as was necessary for the school’s official functions. 

However, staff are reminded to collect and/or share as little personal data as possible online.

3.3 Keeping devices secure

· Staff must use school laptops for remote learning in line with our e-safety policy in order to safeguard staff, pupils and school information 
4. Safeguarding
Any safeguarding concerns should be reported immediately to the Designated Safeguarding Lead as per the school’s Safeguarding Policy. The school’s Safeguarding Policy and the WSCP Guidance for Schools can be found on the school website. 
5. Monitoring arrangements

This policy will be reviewed as necessary by R.Arden. This will be at least yearly. After every review, it will be approved by the governors on the Standards and Strategy committee. 
6. Links with other policies

This policy is linked to our:
· Behaviour policy

· Safeguarding policy and coronavirus addendum to our safeguarding policy
· Data protection policy and privacy notices

· Home-school agreement

· Online safety policy
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